CRIG Dra 15 A/oT

LEGIRLE
~ BEST COPY

AVAILABLE

ENTIRE
DoCUuMeNT

ease 2002/06/10 : CIA-RDP72-00450R000100130013-4



‘ Approved For Release 2002/06/10 : CIA-RDP72-00450R000100130013-4
TWECUTITRE CKLRER

FAFELARD NG GFRULIAL INPORMATION IN THE
TRWRTO R Ay s e
. [ N N s

- DLILELE OF YR UNITED STATES

ad’ .

WHERFAS 1t le ess2ntia! that the cit!izens of the Uhited Statde be
informed concerning ths activities o7 thelr government; and '

WHEREAS the ipterests of national dnfenae require the preservation
of thes apility of the United States ‘o .protuct and defend iteelf againet
2ll hostile or destructive action by covert or overt means, inolnding
esplonage as well as military action; and

WHXREAS it {s e3sential that certain officia, information affecting

the pational defense be preotected uniformly agalnst unauthboriged
disolosure: :

NOW, TEEREPORE, by virtue of the authority vested in me by the
Constitution and statutes, and as Presidect of the United States, and
doeming such action pecesaary .in the beat interests of the matiomal
security, it is hereby ordered as follovs:

/8ecticm 1. Classification Categories: Official informatioa which
requires protection in the interests of natisnal defense shall be limited
to three categories of clagslfication, which in descending order of .
isportance shall earry one of the following designations: Top Beoret,
Seoret, or Confidential. No o : t Ry ussed {

plag R, including military information, as requiring
interests of national defenge » Sxoept as expressly
te. These categories are defined as follows:

provided by stata

: (8) Top Beoret: RExcept as may be expressly provided by
sfatute, ths use of the olassification Top Secret shall be
Setborized, by appropriate authority, only for defense information
or mterial vhich requires the highest degree of protection. The
Top Seoret olaseification shall be applied only te that information

- ar aaterial the defonse aspect of which le paramount, and the
‘anmauthorized disolosure of whioh could result ip sxceptionally

< {rave damage to the Nation such as leading to a definite bresk in

- @1plomatic relations affecting the defense of the United Btates,

oD armed attack against the United States or its allies, a war,

" or the compromise of military or defense plans, or intelligence

operations, or solentific or technclogloal developments vital to
the national defense.

. (v) Seoret: Except as may be expressly provided W etatute,
the ues of the classiftcation Beoret sball be authorized, Wy
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appropriate author:ty, only far defsuys information or material
the upauthorized diaclcaure »f which ~oull resunll in serious
damage to the Nation, such as by Jecpardaizing the international
relations of the United 2tatep, andazgering tis effectiveness of
a program or policy of vita. impoirteucs to the national defeasme,
or compromising important military cr defenss plans, scientific
or technological develiopments imvorvaat Lc naiiopal defenge, or
information revealirg important inielligence operatioms.

(o) Confidential: Except as may be expressly provided by
statute, the use of the classification Confidential shall be
aathorized, by appropriate autbority, only for defense information
or material the unauthorized disciosure of which could be
prejudioial to the defense interests Of the nation.

Seotion 2. Limitatior of Aatnority tc Classify: The authority
to classify defense information or materiai under this order shall be
limited in the departments and agencies of the exscutive branch as
hereinafter specified. Departments ani agencies subject to the
specified limitations shall te designated by the President:

(a) In those departmsnts ard agsucies having no direct
responsibility for pational defscss there sball be no authority
for original olassification 2f ipfcrzatlcn or material undar
thie oxder.

(b) In those departments anc ageccles having partial but
not primary responsibility for ma'tsrs pertaising to natisaal
defense the authority for criginal classification of irformation
or material under thias order shall te erxercised only by the head
of the department or sgency, without delegaziva,

(6) In those departasnte acd ageaciss aot affected by the
provisions of subsectlons (a! and {b); above, the autkority fou
original classification of ipformation or material under this
order shall de exercised only. by resvousitvle officers or :
employees, who aiail be apecifiosally cesignaied for this purpcse.
Heads of such departeea:s and agencies sheil limit the delegation
of authority tc cilassify as reverely as 1s consietent with the
orderly and expsditiocus traasactics of (overnment business.

Section 3. Classification: Peravns dealignated to have authority
for original classification ¢f information or material whick requires
protection in the intereets of national defenss under this order shall
be held responsidble for {%s proper ciassifization in accordance with

ncre

«; | | >
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ve Srfiotriong of the Lnres Imteiciifs 1o @atticqg 1, hereof. Unnecessary
vaw floaltea and orer slamelfiarice 3rall 08 acrupulously avolded.
cia TVl lng bpecial ruleé shait ha Ccbaevved n classification of

v eae L0t Taatlon or mAtaia,-

la) Documens i1 uemra Locumenta shall be classified
a rording to Lhe:r own oo Lent &sd et necessarily according to
taeir relaticnebip tz othsr documsnis. References to classified
matarial which dn aot reveai ciassified defense information shall
r2t be olaseifind,

. (b) Physically Cconscted Ducumento: The classificatiom of
a file or group of physically cennectasd documents shall be at
least as bigh as that of the moe: highly classified document
therein. Documents separated from the file or group shall be
bandled in accordance with their individual defense olassification.

(¢) Multiple Ciapsification: A document, produot, or
substance shall bear a ciassifisation at least as high as that
of its highest classified ocompcnents. Ths documemt, product, or

substance shall bear only one ovsr-all classificationm,

mivithetanding that pagse, paragraphs, sections, or componeats
vieren? bear differant «iassifications.

() Transmittai Lettars. A letter transmitting doton“
tnformation ehall be classified as least as hi@ as ite highest
cimagifled enclosure.

(e) Informmtion Origipated by a Foreign Qov t or
_Organization: Defense & .E%rnuoﬁlof a chuiﬁi manro
“Furnisned to the United States by a foreign government or
“international organization shall be assigned a oclassification
which will assure a degree of protection equivaleat to or
_greater than that required by the governweat or lntomtlonl‘

o SRR e ot < s

: ormiuuon vhich fuornished the informatioa. '
Sesticn h. Declassification, Dowrgrading, or ing: Neads of
depar*manto or agenocies originating classified mater 1 designate

perscus to be respomsidle for continulng review of such classiflied

terial for the purpose of declaseifying cr downgrading it whenever

ationt.l defense ccpslderativcos permit, and for receiving requests for

such review from all sources. JFormal procedures stall be established to
oride gpecific means for prompt review o olasaified material asd itc

lassification or 4owngrading in order to preserve the effectivensss

nd _integrity of the olassification system and to slinisate acocumlation

74 1nseified material which no longer requires }rotntlo. in the '

efense interest. The following special xules shall be observed with

-
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(a) Automatic Changee: T tha “u..sst exteat practicable,
the classifying authority spa’: ::li:ste on the materifal {except
telegrams) at the %ime of ovrigioal <iussification that after a
speoified evemt or date. or upon remcial of ..assifled enclosures,
the material will be dcwagraded or declassified.

(b) Nom-Automatic Changes: The persons designated to receive
requests for reviev of classified msterial may downgrade or
declasaify such material when circumstances no longer wvarrant ‘te
retention in its origilnal classification provided the consent of
the appropriate classifying authority has been obtaiped. The
downgrading or declassification of extracts from or paraphrases
of classified documents shall also require the consent of the
appropriate olassifying authority unless the agency making such
extracte knows positively that they warrant a classification
lower than that of the document from which extracted, or that they
are not olassified. '

(e) Material Officially Transferyed: In the case of material
trensferred by or pursuant tc statute or Executive order from one
department or agenoy to anothexr for the latter's use and as part
of its officlal filee or property, s distingnished from transfers
werely for purposes of etorage; the receiving departaeat or agency
shall be deemed to be the classifying audbbority for all purposes
usder this order, inoluding declassification and downgrading.

(4) Material Not Officially Transferred: When any ¢epariment
or ageaoy Bas In its possessiou any classifisd material vhich has
become five years old, and it appears (1) that eaoh material
originated in an agency wvhich has since bsoome detunct and whose
files and other property havs nct been officially transferred to
another department or agency v:ibin the meaning of subssction (o),
above, or (2) that it is Lmgossible for the possessing department
or agenoy to identify the criginating agency, anmd (3) a reviev of
the material indicates that it should bs downgraded or declass'fied.
the said possessing department or agercy sball have power to
declassify or downgrade such material. 1f 1% appears probabie
that another departmeat or agoncy may nave a substartial interest
1n whether the cizssificaticr of aay particalar infcrmation should
be maintained, the possessing department or agency shall not
exercise the power conferrsd upsn it by thie subsection, excert
with the consent of the ciher department or agency, until tnirty
days after it has notified such other department or agency uf toe

| aagale}
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ature of the material a-d ¢ i Iatertion to declassify or
Towaprale the sams.  Dicing sooh tigrvv-lay period ths other
CocAtlmsnl Or Ag3Liy may. 17 Lt &0 terlres, express its obJectionsa
to deslaselfying o= Acvogradiae the particular material, but the
Powar 10 make the v.timate cocleicn shall reside in the possessing
Geparimeat or ag:noy.

e Classified Tolegrams: Such teiegrams shall mot be
refirred to, extrar.ad from paraptrased, downgraded, declassified,
or disweminated; excert ia acoordmess with special regulations
lesued by tae trad of the <riginating department or agency.
Tires:fied telegrams 'ransmitted owar cryptographic systems shall
ks Lendled im azunriance with Sba reguiations of the tramsmitting
dspartment or ageacy »

() Downgrading: If the recipient of classified mterial
believes that 1t has been claseified too highly, he may make a
request to the reviewing official who may dovngrade or declassify
the material after chtalping the ~cosent of the appropriate
classifying authority.

(8) DUpgrading: If the reciplent of unclassified material
baiieves that it should be cilagaified, or if the reoipient of
classifled materia] balieves that 1its claseification is not
sufficiently prctectise, it srall bs safeguarded in accordance
vith the classification dsemed aprropriate and a request made to
the reviewing official, who may Cisseify the material or upgrade
the classification after obtaining the conssat of the appropriate
clansifying authority.

in) Notificailon of Changes 1n Classification: The revieving
officlal taking action to declassify, downgrade, or upgrade olassified

material shall notify all addressees to vhom the material was originally
transmitted,

SBection 5. Marking of Classified Material: After s determietios
of the proper defense classification to be assigned has been made in

acsordanse with the provisions of this order, the classified material
shall be marked as follows: :

(a) Bound Documente: The assigned defense classificatios on
teund documente. ench as Focis e ramphlets. the pages of which
. ‘\."1\ te r.}*‘“_:., .
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sLanped &% the Lop anc oo i: a7 re L pAEa. .l LU0 BARGAY Liat the
marking vill be clearly visibis when ths pages are clipped or
stapled together.

(o) Charts, Maps, and Dravings: C.assified oharts, maps,
and dravings shall carry the defense c.assif!cation marking ander
the legend, title block, or scals ip such manuer that it will be
reprodunoed on all copies mace iLherefr-a. Such classification
shall also be marked at the to; and nvottom ia sach instance.

(4) Photographs;, Films and Recorilnge: Classified photographa,
films, and recordinmgs, and their vontaLnern” shall be cohsplcuously
and appropriately marked with the ass:gned defense classifiocation.

(o) Products or Substances' The assigned defense classification
shall be coaspicuously sarked ~na -laseified nraducts or substances,
if possidle, asd om their conta.ners, If possibie, or, 1f the article
or oontaimer cannot be marked, written notification of such claesifica-
tion shall be furnished %o recipients of such products or substances.

(f) Reproductions: All cupies or repioductions of classified
material shall be appropriately marked ir etamped in the same
manner as the origipal theareof.

(g) Umolassified Material: NOrmally, unclassified material
shall not be marked er staaped Unc.aewified ualoss it is essential
to convey to a recipient of such matarial that it has been examined
speoifically with a view to faposing a diaferas classifiocation and
has been determimed mot to rsquirs sush claessification.

(h) ¢ or Bemoval of (Laseificatica: Wheaever classified
material is declassified, dawngraded or upgradsd, the material
shall be marked or stampec 1a & prominezt place to reflmot the
change im classifiocation, the autac:ity for the action, the date of
action; and the 1dentity of the parecn o: usii takiamg the actionm.
In addition; the o0ld oclassificatiou sarxing shall ne cancelled amd
the nev classifications (if sny) suretitutesd therefor. Automatio
change im clagsificatiorn sbail te !ncizatad py the appropriate
¢lassifying autherity thrcagh markicg ¢ stanpiag ia a prominent
place to reflect imformation spe-ifiei ia sutsecticn b (a) hereof..

(1) Material Purmisned Peracrns &% ‘r 1ns Exacutive Bras:h of
the Goveramemt: Whes classitiec ua'e:?a¢ ‘atracting the e national
defense is furmished author:zad rermank, ip or out of Faderal sarvice,

BOT Y
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other than those in the executive branch, the following notation, in
addition to the assigned class!fication marking, shall vhenever
practicable be piaced on the mareriai, on its coatalner, or om the
written notificatlion of its aseigned classification:

"This material ccateins Information affeoting the mational
defense of the United States within the meaning of the
espiomage laws, Title 18, U.S.C., Secs. 793 and Tk, the
tramsmission or revelation ¢f vhich in any manmer to aam
unauthorized persoa is prohibited by law".

Use of altermative marking comcerning "Restricted Data™ as defimed by
the Atomic Emergy Aot is authorized when appropriate.

Sectiom 6. Custody and Safekeeping: The possession or use of
classified defense imformatiom or material shall be limited o locations
vhere facilities for secure storage or protectiom thereef are available
by means of which umsuthorized persons are prevented from oining access
thereto. Whemever such iaformation or material is mot umder the persomal
supervision of i%s custodisa, vhether durimg or outside of werkiag hours,
the followiag physical or mechanical means shall be takem to protect it:

(a) st of Top Seoret Material: Top Secret defemse
material shall be protected ia storage by the most gecure facilities
possible. Normally it will be stored im a safe or a safe-type steel
f1le contaimer having a three-positioa, dial-type, combinatioa lock,
and being of such veight, size, constructiom, or imstallatiocs as te
nlaimize the possibility of surreptitious eatry, physioal Sheft,
damage by fire, or tampering. The head of a department or agenoy may
approve other storage facilities for this material yphiok offer
comparable or better protectiom; such as an alarmed ares, a vault,

& secure vault-type room, or am area usder close surveillance of aa
arned guard. :

(b) Pecret and Confidential Matorial: These categeries ef
defense mater may be stored In a mammer autherized for Top Secret
material, or im metal file cabinets equipped with steel lookbar amd
ar aoproved three combimation dial-type padleck frem whioh the
maaufacturer's idemtificatios sumbers have beea ebliterated, or ia
comparably secure facilities approved by the head of the departaeat
Or ageacy.

Athar “Yaspifie’ Matssve’ Headse of departments amd

ke mp may .
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(d) Changes of Lock Combinatirnsg Combinations on locks of
5afekeeping—eaﬁipméﬁi'EEZIT'?e clangr 1, unly by persons having
appropriate security clearance., wheneve:r such equipment im placed
in use after procurawspt from the maaufacturer or other sources,
whenever a person knowing the combiratiorn is transferred fram the
cffice to which the equipment 1 assignad, or whenever the
cambination has een subjected to compromise, and at least once
every year. Knowledge of combinat:ions shall be limited to the
minimur number of persons necessary for operating purposes.
Records of combiraticns 3hall be :lassified no lower than the
highest category of classified defense material authorized for
storage in the safekeeping equipment concerned,

(e) Custodian's Responsibilitiess Custodians of classified
defense material shall be responsible for providing the best
possible protection and accountability for such material at all
times and particulariy for securely locking classified material
in approved safekeeping equipment whenever it is not in use or
under direct supervision of authorized employees, Custodians
shall follow precedures whith insure that unauthorilded persons
~do no. gain access to classified defense information or material
0y sicht or sound; and classified information shall mot be
discussed with or in the presence of unauthorized persons.

(f) Telephone Conversationsg Defense information classified

in the three categories under the vrovisions of this order shall
not be revealed in telephone conversations, except as may be
authorized under section 8 hereof with respect to the transmission
of Secret and Confidential material over certain military
cammunications circuits,

(g) Loss or Subjection to Compromises Any persom im the
executive branch who has EﬁoﬁiEdEE'o§ the loss or possible
subjection to compromise of classified defense information shall
promptly report the circumstances to a designated official of his
agency, and the latter shall take appropriate actiom forthmith,
=—————hncluding advice to the originating department or agency.

Bestion 7. tabdlity and Disseminations Knowledge or

" of olas efonse Information shall be pemitted oal

0 porecns Whose official duties require such access im the imteves
tootiu national defense and only if they have been determined
trustworthy. Proper control of dissemination of classified

n8e information shall be maintained at all times, including good

DO ty regords of classified defense information documents,

i sovere limitation on the number of such documsnts, originated as

nore
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~cal as tne nmumber of ceples thereof reproduced, The number of copies
" c.assafied defens2 informaticn documents shall be kept to a

miqaimur to decrease the risk of campromise of the information contained

*o +ooh documents and the financial hurden on the Govermment in

prusecting such docurents, The following special rules shall be

anserved in connecvion witn accountability for and dissemination of

defense informatiop cr materials -~

(a) Accountability Prcceduresy Heads of departments and
apencies shall prescribe such ac-ountability procedures as are
nccessary to control effectively the dissemination of classified
defense information, with particuiarly severe control on
material classified Top Secret under this ordér. Top Secret
control Qfficers shall be designated, as required, to receive,
mairtain accountebility registers of, and dispatch Top Secret
material,

(o) Dissemination Outside the Executive Branchs Classified
defense information shall not be disseminated outside the executive
branch except under conditicns and through channels authorized by
the head of the disseminating department or agency, even though
the person or agency to which dissemination of such information

is proposed to be made may have been solely or partly responsible
far its production, ' '

(¢c) Information Originating in Ancther artment. or Agency:
Except as otherwise provided by section 107 o%om
Security Act of July 26, 1947, c. 343, 61 Stat. 498, as amended
50 U.S.C. sec. L03, classified defense information originating in
another department or agency shall not be disseminated outside the
receiving department or agency without the consent of the '
originating department or agency. Documents and material éontaining
defense informaticu which are classified Top Secret of Secret shall
not be reproduced without the consent of the originating department
or agencye.

Section 8. Transmissionst For transmission outside a «
or agency, classlfied defense material of the three categories originated
under the provisions of this order shall be prepared aad tramsmitted as
followss :

n for Transmission: Such meterial shall be -
‘ in opaque r and outer covers. The immer cover shall |
® & sealed wrapper or envelope plainly marked with the assigned

A cation and address, The outer cover shall be sealed and

S N

moxre o B ‘
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addressed with no indication of thre classification of its contents.
A receipt form shall te attached to or rnclosad in the inner cover,
except that Confidential material shall rejiire a receipt only if
the sender deems it recessary. The receipt form shall identify
the addressor, addressee, and the document, but shall contair no
classifled information. It shall be signea by the proper recipient
and returned to the sender.

(b) Transmitting Top Secret Materials The transmission of
Top Secret materlal shall be effectad preferably by direct contact
of officials concerned, or, alternatively, by specifically designated
personnel, by State Department diplomatlic pouch, by a messenger-
courier system especially created for trat purpose, or by electric
means in encrypted form; or in the cace ~f information transmitted
by the Federal Bureau cf{ Investigation, such means of transmission
may be used as are currently apprcved by the Director, Federal
Bureau of Investigation, unless 2xpres= reservation to the contrary
is made in exceptional cases by the originating agency.

(¢) Transmitting Secret Matcrials Secret material shall be

transmitted within the contirental United States by one of the

4 means established for Top 3ecret material, by @ authorized courier,
by United States registered mail, or by protected commercial express,
alr or surface, Secret materiil riz he transmitted outside the
continental limits of the United States by one of the means
established for Top Secret matorial, by commanders or masters of
vessels of United States registry, or by lUnited States Post Office
registered mail through Army, Navy, or Air Force postal facilities,
provided that the material does not at any tirme pass out of United
States Goverment control and deces not. pass tizough a foreign
postal system, Secret material may, howevir, be transmitted
between United States Government and/or Canadian Jovermment
installations in continental United Statcs, Canada and Alaska br-
United States and Canadian registered mail with registered mail
receipt, In an emergency, Secret material may also bé transmitted
over military communications circudlts in accordance with regulations
promulgated for such purpose by the Secretary of Defense.

(d) Transmitting Confidential Materiol: Confidential defense
material shall be transmitted within the United States by one of the
means established for higher classifications, bty registered mail, or
by express or freight under such specific conditions as may be
prescribed by the head of the department or agency concerned, Outside
the continental United States, Confidential defense material shall bve
transmitted in the sane nmanner ss authorized for higher classificatio. s.

more
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(e) Withir un Agency: Prepiration of classified defense material
for transmissicn, and transwission of 1t. within a department or
arency shall be governed by regulations, issued by the head of the
depurtment or agensy, insiring a degree of security equivalent to that
cutlined above for transmiusion outside a department or agency.

Section 9o Disposal and Destructions Documentary record material
made or received By @ department or arency in connection with transaction
.{ public business and preserved as evidence of the organisation, functions,
volicies, operations. decisions, procedures or other activities of ay
department or agency of the Govormment; or because of the infommational
vzige of tre data contained therein. may be destroyed only in accordance
with the act of July 7, 1943, ce 192, S7 Stat. 380, as ammended, L U.S.C.
L,(~=380, Hon-record :lassified material, consisting of extra copies and
auplicaies including shortrand notes, preludinary drafts, used carbon paper,
ard cther material. of cimilar temmorzry nature, may be destroyed, under
procedures establisned by the head of the department or agency which meet
the following requirementz, as soon as it has served its purpose

(a) Methods of Destrustion: Classified defense material shall
be destroyed by burming in the presence of an appropriate officlial or
by other methods authorized by the head of any agency provided the
resulting destruction is equally complete,

. —-(b) Records of Destructions Aprrcpriate accountability records
maintained In The depariment or agency shall reflect the destruction
of classified defense material, .

Ssction 10 Orientation and Inspections To promote the basic
purposss of this order, heads of tnoce departments and agencies originating
or band.irg classified dofense information shall designate experienced
rrrsons te coordinate and supervise the activities applicable to their
Jspartments or agercies under this order, Persons so designated shall
maintain active training and orientation programs for employees concerned
witnh -lassified defense informaticn to impress each such employee with
ris individual respensibility for exercising vigilance and care in complying
with the provisicns cf this crder, Such persons shall be authorized on
behalf of the heads of the depariments and agencies to establish adequate

% ind astive inspection programs Lo the end that the provisions of this order

ara administered effectively,

The Attorney General, upon request of the head ol a depariment or agency
or his duly designated representative, shall personally or through
suthorized representatives of the Department of Justice render an
interpretation of these regulations in connection with any problems aricing
out of their administration.

more S\
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Scetion 12. Statutory iequircments:s Nothing in this order shall be
~ .,-urucd to authorize the dissemination, handling or transmission of
. fied information contrary to the provisions of any statute.

v, 2
o235

Section 13, "Restricted Data™ as Defined in the Atomic Znergy Act:
“~thing in this order shall superscde any requirements made by or under
e atomic <nergy Act of August 1, 19L6, as amended. "Restricted Data" as
Zafio~d by the said act shall be hendled, protected, classified, downgraded,
_1d doeclassified in conformity with the nrovisions of the Atomic Energy Act

~ =1

> 1716, -5 omended, and the regul-tions of the Atomic Energy Commission.

reonrd to dissemination, transmission, or safekeeping of classified
ie e rse information or materizl may be so modified in connection with
corbat or combzterelated operations as the Secretary of Defense may by
rerulations orescribe, : -

Section 1. Combat Operationss The provisions of this order with
at

Snction 15. Exceptional Casess \lhen, in an exceptional case,’ a
nerson or amency not authorized to classify detense information
s+ inetes information which is belisved to require classification,
such person or agency shall protect that information in the manner
crescribed by this order for that catesory of classified defense
information into which it is bLelieved to fall, and shall transmit the
cformiation forwith, under appronricte safeguards, to the department,
~ rency, or person having both the authority to classify information and
~ direct official interest in the information (preferably, that department,
~2ncy, or person to which the inform~tion would be transmitted in the
ordinary course of business), with a request that such department, agency,
o~ person classify the inform-tion.

3ection 16, Review to Insure Thot Information is Not Im %
Withhcold Hereunders The President shall designa a'iﬁ'ﬂ s 8

“ho ohall receive, consider, and take action upon, suggestions or
complaints from non-Govermmental sources relating to the operation of this
orders

Saction 7. Revizv to Insure Safegua of E]i‘?éiﬂ_g e
Informations .he NatIonsl Security lSuncI{ sE&I conduct a uﬁiﬂi
“eview of the implementation of this order to insure that elassified
cefense information is properly safeguarded, in conformity herewith.

“sction 18. Review Within Denartannts and gen%ul The heed
of 2cch department and agency shall designate a member or members of his
s+~ who shall conduct a continuinz review of the implementation of this

%
~ N
.

more
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c~der within the department or aganc nsure

e Yy qoncerned to i
infcrmation is withheld hereunder which the people of the &‘:Oxdmsutas
pfve.a ri_ght to kmow, and to insure that el-esified defense information
1s properly safeguarded 4n conformity herewith,

Section 19, Revocation of Executive Order No, 102
Crder No. 10290 of September 21, 90T 15 revoked oo s Executive
57 this ordes. Septem 2L, 8 revoked ag o e offective date

Section 20, ZEffect
on December 15, 1977 ive Dates This order shall hecame effective

DWIGHT D, EISENHOWER

THE WHITE HOUSE,

November 5, 1953,
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